
The door to the 

internet 
Cyber-bullying 

and how to stop it 

1. Don't respond. If someone bul-

lies you, remember that your reac-

tion is usually exactly what the bully 

wants.  

2. Don't retaliate.  

3. Save the evidence. If you destroy 

the evidence, people won’t believe 

you. 

4. Talk to a trusted adult. Maybe 

someone in your family. A teacher 

perhaps 

5. Block the bully. Ignore them  

6. Be civil.  Don’t be mean to other 

people. Always stay decent. 

7. Don't be a bully. Just because 

someone is being mean to you, 

doesn’t mean that you  can be mean 

to other people 

8. Be a friend, not a bystander. 

This is a guide to tell the people of 

the world how to be safe online. The 

door to the internet because the in-

ternet is like a door. When you open 

the door you step into the internet. 

Inside that door do you don’t know 

what will happen to you. It is the 

same for the internet. You don’t know 

what your going to discover when you 

enter through that door. This guide 

will tell you  what you may find  and 

how to deal with this information cor-

rectly 

Staying Safe, Smart, 

and Social 



E-safety is: 

Emails– Never open emails from peo-

ple you don’t know 

Strangers– Never chat with strangers 

Attachments– never open suspicious 

attachments 

Forever– Everything stays on the inter-

net forever 

Enjoy- videos and games  from well 

known sites 

Trolls– Tell a trusted adult about 

trolls/cyber bullying 

You!!- You are most important person 

stay e-safe 

There  are many types of 

scam/viruses 

1. Prizes and lotteries 

2. Advanced Fee Scams 

3. Email Scams 

4. Investment scams 

5. Employment scams 

6. Gambling systems 

7. Telemarketing 

I decided to include the scams 

that anyone could recognise from 

the names.  

Over 30,000 website everyday 

That means that any day you could 

get hacked as well. Stay safe by 

looking after yourself through and 

through. If you get hacked tell 

someone immediately and turn the 

computer of phone of quickly as 

possible. 

So many people can get hacked 

and people can lose money and 

personal informational. Don’t put all 

your personal information on your 

phone or compute. You can some-

times make the it up.  

 


